Ministério da Educacao
Secretaria de Educacao Profissional e Tecnolégica

Centro Federal de Educacao Tecnologica Celso Suckow da Fonseca
Diretoria de Gestao Estratégica

Regimento do Comité Gestor de Seguranca da Informacao do Cefet RJ

Regimento tem por finalidade estabelecer
os aspectos de organizacado e de funciona-
mento do Comité Gestor de Seguranca da
Informacao do Centro Federal de Educacao
Tecnolégica Celso Suckow da Fonseca (Ce-
fet/RJ), em consonancia com o Programa de
Modernizacdo do Poder Executivo Federal,
com a Estratégia de Governo Digital, Decreto
n° 10.332, de 28 de abril de 2020, com o Art.
4° da Portaria N° 778, de 4 de abril de 2019,
com a Instrucao Normativa n° 01, de 27 de
maio de 2020, que dispbe sobre a Estrutura
de Gestdo da Seguranca da Informacao nos
6rgaos e nas entidades da administracdo pu-
blica federal.

CAPITULO |

DO OBJETIVO, ATRIBUICOES E COMPOSICAO

Art. 1° O Comité Gestor de Seguranca da Informacao (CSI) do Centro Federal de Edu-
cacao Tecnologica Celso Suckow da Fonseca (Cefet/RJ) é o 6rgao colegiado, de carater
permanente, de natureza consultiva e propositiva; e deliberativa exclusivamente sobre
as normas internas de seguranca da informacao, e tem a finalidade de colaborar nas
politicas e acdes do Cefet/RJ na area de Seguranca e Tecnologia da Informacao

Art. 2° O CSI é composto pelos seguintes membros:

| — Gestor de Tecnologia da Informacdo e Comunicacédo (TIC): chefe do Departa-
mento de Tecnologia da Informacao (DTINF);

Il — Representantes titulares e suplentes das divisdes do DTINF;

Il — Representantes titulares e suplentes dos Setores de Informatica - SINFOs dos
Campi;

IV — Representantes titulares e suplentes das diretorias sistémicas do Cefet/RJ;

V — Gestor de Seguranca da Informacao nos termos do disposto na Instrucao Nor-
mativa GSI/PR n° 1, de 27 de maio de 2020.



§ 1° A presidéncia do Comité Gestor de Seguranca e Tecnologia da Informacao (CSl)
cabera ao Chefe do Departamento de Tecnologia da Informacao (DTINF).

§ 2° Aformacao deste Comité se dara por ato de gestao, sendo os seus representan-
tes designados por cada diretoria sistémica ou diretoria de campus, ratificado por
aprovacao e emissao de Portaria pelo Diretor-Geral.

§ 3° E dever do representante titular de cada unidade participar das reunides para
as quais seja convocado, designando formalmente, no caso de seu impedimento, o
seu suplente.

§ 4° Podera o CSI convidar servidores de quaisquer areas do Cefet/RJ para as suas
reuniodes, visando a sua contribuicdo com opinides ou com o fornecimento de sub-
sidios necessarios ao cumprimento dos objetivos.

Art. 3° Compete ao CSl as seguintes atribuicoes:

| — Sugerir o alinhamento dos investimentos e acdes em Tecnologia da Informacao
e Comunicacdo (TIC) com os objetivos estratégicos do Cefet/RJ, através do Plano
Diretor de Tecnologia da Informacdo e Comunicacdo - PDTIC;

Il — Propor ao Comité de Governanca, Desenvolvimento Digital, Riscos e Controles:
a) politicas, diretrizes e normativas relativas a TIC, no ambito do Cefet/RJ;

b) oportunidades de melhorias, de modo a promover a eficiéncia dos ser-
vicos prestados, e estruturacao fisica, légica e de pessoal, para que a insti-
tuicdo possa se adaptar rapidamente as mudancas, sejam de circunstancias
tecnoldgicas, gestao ou novas demandas operacionais;

c) processos, padroes e modelos que proporcionem a efetividade dos ser-
vicos de TIC no ambito do Cefet/RJ, promovendo a participacao coletiva na
elaboracao e recomendacao de boas praticas de gestao e governanca de TIC;

Il — Auxiliar o Comité de Governanca, Desenvolvimento Digital, Riscos e Controles,
as Comissdes Permanentes, outros Comités e grupos de trabalho voltados ao tema
em questao, sempre que houver necessidade de decisdes sobre TIC;

IV — Assessorar o Departamento de Tecnologia da Informacao:
a) na implementacao das acdes de seguranca da informacao;

b) na construcio de grupos de trabalho para tratar de temas e propor solu-
coOes especificas sobre seguranca da informacao de acordo com as proposi-
coes do chefe do departamento de tecnologia da informacao;

c) na proposicao de procedimentos internos relativos a seguranca da infor-
macao, em conformidade com as legislagcoes existentes sobre o tema;

V — Participar da elaboracao da Politica de Seguranca da Informacao - POSIN e das
normas internas e suas revisoes, bem como zelar pela sua implementacao;

VI — Deliberar sobre normas internas de seguranca da informacao;

VIl — Promover acoes periddicas de conscientizacdo, educacao e capacitacdo em
seguranca da informacao em todas as areas do Cefet/RJ;

VIII — Aprimorar continuamente propostas de normas e politicas de uso dos recur-
sos da TIC referentes a seguranca da informacao, tais como:



a) gerenciamento de identidade e controle de acesso légico;
b) controle de acesso fisico aos recursos de TIC;

c) controle de acesso a internet;

d) utilizacdo do correio eletronico;

e) utilizacdo de equipamentos e aplicacoes de TIC de forma segura, em ob-
servancia a Politica de Seguranca da Informacao.

IX — Dirimir davidas e auxiliar na tomada de decisées sobre questoes de seguranca
da informacao nao contempladas pela POSIN ou pelas normas a ela relacionadas;

X — Propor, acompanhar e divulgar planos de acao para aplicacdo da POSIN;

XI — Receber e analisar as comunicacoes de descumprimento das normas referentes
a POSIN do Cefet/RJ; e

CAPITULO II

DAS REUNIOES

Art. 4° Incumbe a presidéncia do CSI, ouvidos os demais membros deste comité:
| — Presidir as sessdes e demais atividades do Comité;
Il — Aprovar a pauta das reunioes;
Il — Decidir, em caso de empate, utilizando o voto de qualidade;

IV — Autorizar a presenca nas reunioes de pessoas que possam contribuir para os
trabalhos do Comité;

V — Zelar pela Seguranca da Informacao na Instituicao;

VI — Designar responsaveis ou grupo de trabalho para aprofundamento de estudo
sobre assuntos técnicos e desenvolvimento de projetos especiais;

VIl — Indicar os representantes para participar de féoruns de debates com institu-
icoes que desenvolvam projetos de pesquisa sobre Governanca de Tecnologia da
Informacao e Comunicacao;

VIl — Propor ad referendum, em vista de circunstancias de urgéncia, normas com-
plementares relativas ao seu funcionamento e a ordem dos trabalhos, bem como
atos administrativos, ficando o tema obrigatoriamente inscrito na pauta da préxima
reunido.

Art. 5° O CSI reunir-se-3a, ordinariamente, a cada trimestre e, extraordinariamente,
quando convocado pela presidéncia.

§ 1° Terao direito a voz todos os membros do CSI.

§ 2° Terao direito a voto os representantes titulares e os suplentes na condicao de
titular.

§ 3° As reunides ordinarias serdo agendadas com no minimo 5 (cinco) dias Uteis de
antecedéncia.



§ 4° As reunides extraordinarias serdo agendadas com no minimo 24 (vinte e quatro)
horas de antecedéncia.

Art. 6° Para o desenvolvimento das atividades do CSI poderao ser organizados Grupos
de Trabalho (GTs), de modo a operacionalizar demandas especificas.

Art. 7° As reunides poderao ocorrer de forma presencial, virtual ou de forma hibrida.
As reunioes virtuais, quando gravadas, serdo armazenadas por até 90 dias.

CAPITULO Il

DAS DISPOSICOES GERAIS

Art. 8° O regimento do Comité podera ser revisto mediante solicitacdo de no minimo
dois tercos dos seus membros e submetido ao Comité de Governancga, Desenvolvimento
Digital, Riscos e Controles.

Art. 9° Os casos omissos serdao submetidos a Diretoria de Gestdo Estratégica para deli-
beracao.
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